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The following is a sample incident report.  The report is an example of the types of information and incident details that will be used to track and report security incidents for CSU.  The format of this report is subject to change as reporting standards and capabilities are further developed. 

	Contact Information and Incident 

	Last Name:
	
	
	First Name:
	

	Job Title:
	
	
	
	

	Phone:
	
	
	Alt Phone:
	

	Mobile:
	
	
	Pager:
	

	Email:
	
	
	Fax:
	


	Incident General Information 

	Incident #:
	
	Source of Incident:
	 FORMCHECKBOX 
    External

 FORMCHECKBOX 
    Internal
	Type of Incident:
	Malware

	Date/Time of Incident Occurred:
	
	
	Date/Time of Incident Detected:
	

	Campus/Site:
	
	
	Severity Level:
	Low

	Impact Category:
	Campus Only
	
	Confidential/Personal Identifiable Information Affected?
	 FORMCHECKBOX 
    Yes    
	 FORMCHECKBOX 
    No

	Systems and Services Impacted:
	[Affected systems and services]


	Incident Summary 

	Comments
	


	Incident Mitigation

	Comments:
	


	Recommendation 

	Comments:
	[Follow-on actions recommended to be taken, if any.]




	Additional Comments/Notes

	Comments:
	[Any additional notes, information or observations related to the security incident or this report.]
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