Protected Information
Follow-up Scan Survey Form

The purpose of this follow-up scan is to identify forms and business processes that result in the storage of PII on campus computers. 

1) Computer Information

Please verify the information listed below.

	Name
	College/
Division Name
	Account Name (HSU email name, e.g., mnb71)
	Name of department head/manager
	HSU Property Tag Number
	Location or office number
	Shared Computer (Y/N)

	
	
	
	
	
	
	


2) Scan Results:

Date of Scan: ____________________ / AFTER false positives have been removed:

Did you find files containing protected information?  Yes/No. (Please Circle Yes or No).

CONTINUE BELOW IF YOU FOUND FILES THAT CONTAIN PII

------------------------------------------------------------------------------------------------ 

Scan Results Details

	
	Approx. Total SSNs

	Approx. Total 
Credit Cards #s


	Approx. Total 
Driver License #s



	Put in # of files
	
	
	

	Were all deleted (circle one: Yes, No or N/A for none located):
	Yes     No    N/A 
	Yes     No    N/A
	Yes     No    N/A


Note:  Please circle N/A where no PII files were located
If you can please identify the business process or form which resulted in PII being stored on your computer.

Business Process or Form Department  ____________________________________________

Business Process or Form Description (What information is being stored and for what purpose?) _________________________________________________________________________

Send completed forms to the Information Security Office, Van Matre Hall Room 200.
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